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a. Ensure that system safety models use systematic, replicable, and scenario-based techniques to
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l f. Maintain an up-to-date database of identified hazards, accident scenarios, probabilities and
consequences, and key uncertainties throughout the life of the program (Requirement 25093).
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5.2 Define controls/mitigations for each cause
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l 4.2.1.1 Identified hazards associated with a specific requirement, design concept and/or
operation shall be evaluated for software’s contribution to hazard causes, controls, or
mitigations.
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l 5.4. Create Hazard 4.2.2.1 Identified software safety requirements and software hazard causes, contributors, and
Report controls shall be recorded in an appropriate document and referenced in a safety plan. The
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requirements are usually documented in a section of the software requirements specification. The
safety plan can be part of a system safety plan, a software management/development plan, a
software or system assurance plan, or when warranted, in a standalone software safety plan.
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The SMA Support Office is gathering software safety best practices and documenting the detailed steps to be distributed to
help improve the practice. This poster describes the framework chosen to capture and communicate this information.




